1.
(1)Three basic propagation mechanism :

 Reflection (with Transmittance and Absorption)

• Radio wave impinges on an object

• Surface of earth, walls, buildings, atmospheric layers

• If perfect (lossless) dielectric object, then zero absorption

• If perfect conductor, then 100% reflection

 Diffraction

• Radio path is obstructed by an impenetrable surface with sharp irregularities
 (edges)

• Secondary waves “bend” around the obstacle (Huygen’s principle)

• Explain how RF energy can travel without LOS

• shadowing

  Scattering (diffusion)

• Similar principles as diffraction, energy reradiated in many directions

(2) There are two different kind of lines in the figure:

Large Scale Effect

• The variation of the mean received signal strength over large distance or long time intervals.

Small Scale Effect

• The fluctuations of the received signal strength about a local mean, where these fluctuations occur over small distances or short time interval.

2.

Equation: 
[image: image12.png]1 Inererence avencovered by RTSICTS
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n is the path loss exponent. It reflects different building or environment.

	Environment
	Path Loss Exponent, n

	Free Space
	2

	Urban area cellular / PCS
	2.7 to 4.0

	Shadow urban cellular /PCS
	3 to 5

	In building line of sight
	1.6 to 1.8

	Obstructed in building
	4 to 6

	Obstructed in factories
	2 to 3


3. (a) 
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  (b) 
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  (c) 
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  (d) 
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4. 
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5.
(a) 

In wired network, CSMA/CD determines how network devices respond when two devices attempt to use a data channel simultaneously. However, 802.11 do not have a determined path to transmit information and do not know if there is already a transmission occurs at the destination node. It just broadcasts the signals.

(b) Hidden terminal

Hidden terminal is a contention problem in wireless CSMA protocol. Let’s imaging A, B, C three nodes:

[image: image9.png]



A is transmitting information to B, and C wants to transmit information to B at the same time. However C do not know B is communicating with A.

 (c)

Even with CSMA/CA, a hidden terminal problem may still happen. In this case, imagine C is transmitting data to other nodes. In the meantime, A is going to transmit to B. Therefore C can’t hear B’s CTS because C is on its transmission duty. Hidden terminal happens.

 (d) Exposed terminal

Exposed terminal is a contention problem in wireless CSMA/CA protocol. Let’s imaging A, B, C, D four nodes:

[image: image10.png]



B is transmitting information to A, and C wants to transmit information to D. From CSMA/CD protocol C knows B is on its transmission duty and therefore C cannot do any transmission. Exposed terminal happens.
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Let’s explain Near/Far capture problem from the figure above. 

Case 1: C is transmitting data to B, which is a near-edge node in the transmission area of C but a little outside one beyond A’s transmission area. From the point of view in signal strength, the signal B received from C tends to be affected by noise A.

Case 2: C is receiving data from B while a closer and stronger noise from D occurs, C tends to affected by the noise and ignore the signals from A.

(e)
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Large area interference problem is due to transmission area over-covered and then causes the reduction in transmission range.

(f)

Solution to (B): Use CSMA/CA protocol with RTS/CTS mechanism

Solution to (C): Increase the transmission time of CTS from B, and therefore C is more possible to hear the CTS.

Solution to (D): For exposed terminal problem ( Use CTS invite method, A transmits to B, and B just sends information to A without CTS broadcasting.

For near/far problem 

Case 1: Increase the receiving threshold of B.  
Case 2: Decrease the receiving threshold of C.

Solution to (E): Pay more attention to the base station deployment; make suitable distance between each base station.

6. 

(1)  A wireless network can be set up as an ad hoc network or as infrastructure. In infrastructure mode, the wireless network uses an Access Point (AP) to connect wireless-enabled PCs to the wired LAN and to each other. The AP is a hub for all wireless network adapters it communicates with.

Ad-hoc mode is an 802.11 networking framework in which devices or stations communicate directly with each other, without the use of an access point. Ad-hoc mode is also referred to as peer-to-peer mode or an Independent Basic Service Set (IBSS). Ad-hoc mode is useful for establishing a network where wireless infrastructure does not exist or where services are not required.

(2)  The original 802.11 media access control protocol was designed with two modes of communication for wireless stations. The first, Distributed Coordination Function (DCF), is based on Carrier Sense Multiple Access with Collision Avoidance (CSMA/CA), sometimes referred to as "listen before talk." A station waits for a quiet period on the network and begins to transmit data and detect collisions. DCF provides coordination, but it doesn't support any type of priority access of the wireless medium.

An optional second mode, Point Coordination Function (PCF), supports time-sensitive traffic flows. Wireless access points periodically send beacon frames to communicate network identification and management parameters specific to the wireless network. Between the sending of beacon frames, PCF splits the time into a contention-free period and a contention period. With PCF enabled, a station can transmit data during contention-free polling periods. However, PCF hasn't been implemented widely because the technology's transmission times are unpredictable.
